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Consumer group:
job-collector-group

Stream:
modelsgateway:events:transcribe

Consome evento do Redis stream

Valida evento

- Metadata integrity

- Session correlation

- Timestamp boundaries

Evento valido?
Prepara Ed25519 signature ] Descarta evento invalido
- Current timestamp

- Request body hash

XACK
modelsgateway:events:transcribe

POST /api/jobs/add
Authorization: Ed25519 {signature}
{metadata, session id}

Recebe requisicao do Job Collector
Valida Ed25519 signature

" Autenticacio Ed25519 OK?

' Calcula créditos
credits = max(1, int((audio_seconds
* 5.555556) + 0.5))

Ed25519 Auth Failed:

* Invalid signature

*» Timestamp drift > 5min
* Unknown service key

| [ HTTP 401 Unauthorized

IM " créditos suficientes? yoas
SET balance = balance - credits ' ' * User precisa comprar
- [ HTTP 402 Payment Required

creditos
* Trial limitations atingidas

» Account suspended

INSERT jobs
{user _id, device id, session id,
transcription}

WebSocket notification
{type: "job_created", job _id}

Retorna HTTP 200 Success

Page 3 Summary:
* Job Collector consumer

group processing
* Ed25519 service-to-service
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» DLQ exponential backoff
(55—+155—45s)
« Event acknowledgment and
retry logic

Next: Page 4 - WebSocket
Recovery System

th: DLQ Retry Logic:
XACK Success Pa Q Retry Logic

_ , . » Event acknowledged » Retry 1: 5 segundos
ngj;lﬁggf:f ;f&ﬁ;e{nﬁéfan;: ri'gf * Job created successfully * Retry 2: 15 segundos
- * WebSocket notification sent * Retry 3: 45 segundos
» Max retries: Log + abandon

XADD modelsgateway:events:diq

{retry_metadata + original_event}




