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Consumer group: job-collector-group :
Stream: modelsg atewa}r:eventﬁztranscrihe)_ |

Job Collector Event Processing

‘ Desktop Client |

Valida evento:

- Metadata integrity

- Session correlation

- Timestamp boundaries

Prepara Ed25519 signature:
- Current timestamp
- Request body hash

POST /api/jobs/add
Authorization: Ed25519 {signature}
{ metadata, session _id}

o

alt  / [Sucmgs Response]

XACK modelsgateway:events:transcribe
job-collector-group {message id}

Calcula créditos: :
credits = max(1, int{{audio_seconds * 5.555556) + 0.5)) '

|

UPDATE users_credits
SET balance = balance - credits

INSERT jobs
{user _id, device id, session _id, transcription}

- H1:I'F 200 Success

WebSocket notification:
{type: "job_created", job id}

TAPI Error (dxx/S5xx}]

XADD modelsgateway:events:dig
{retry metadata + original_event}

HTTP Error
=4

DLQ Exponential Backoff:

- Retry 1: 5s

- Retry 2: 155

- Retry 3: 455

- Max retries: Log + abandon

]

Page 3 Summary:

* Job Collector consumer group processing
+ Ed25519 service-to-service authentication
* DLOQ exponential backoff (55=+155=+455)

« Event acknowledgment and retry logic

Next: Page 4 - WebSocket Recovery System
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